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Cyberliability 
Insurance 

Things to Know



Know your 
LIMITS



Know your 
SUBLIMITS



Know your 
COVERAGE



What are we 
going to do? 
• Read our policy 
• Identify our specific coverages 
• Coverage = Risk



Contractual 
Indemnity





Some people are just 
going to click.









Some people are just 
going to click.



How much 
can your company 

afford to lose?



Your limits will be 
reduced & must be 

replenished!



Is there a fair way 
to approach 

cyber indemnity?



Due Diligence: 
This provision shall not apply if Vendor has exercised 
proper due diligence by following the advisories 
published by the Cybersecurity and Infrastructure 
Security Agency (CISA) and has ensured that the 
most recent software patches and cybersecurity 
updates available have been applied to its system 
and within 30 days of Substantial Completion to any 
products or equipment installed in the project.  

Sample language for illustration purposes only. 
Consult with your attorney to draft language that 
meets your company’s needs.



What are we 
going to do?



What are we 
going to do? 
• Strike it 
• Change it 
• Roll the dice



Some Resources: 
• KnowBe4 Security Awareness 

www.knowbe4.com 
• Security Scorecard Security Ratings & 

Cybersecurity Risk Management  
www.securityscorecard.com 

• Cybersecurity & Infrastructure Security 
Agency www.cisa.gov 

• NIST Cybersecurity www.nist.gov/
cybersecurity 

• Brandshield www.brandshield.com 



Questions?



Thank you for 
participating 

in this session!


